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DAART OVERVIEW

The Domestic Operations (DOMOPS) Awareness and Assessment Response Tool (DAART) Suite is
a powerful web-services capability developed and maintained by the National Guard Bureau
(NGB). The DAART Suite delivers unprecedented simultaneous sharing of Shared Situational
Awareness (SSA), Full Motion Video (FMV), Command & Control (C2), Geospatial Information
Services (GIS), Collaboration Services, and Imagery/photographs data and products both to and
from existing Defense Support to Civil Authorities (DSCA) mission sets including Incident
Awareness and Assessment (IAA) (as described in the NGB-J2 IAA Handbook) and GIS.

National Guard
Joint Force Headquarters-State J2

The modern web-based architecture implemented in DAART allows users at Federal, State, Local
and Tribal (FSLT) levels to access and collaborate on large amounts of relevant data and products
on enterprise, desktop and mobile devices while maintaining the proper security controls.
DAART is Government-owned and non-proprietary; this allows all Joint, Interagency,
Intergovernmental and Multinational (JIIM) partners and agencies to use its capability, which is
fully supported and sustained without cost to the end user. Information Sharing (IS) is a key part
of the success of any mission. DAART, with its supporting suite of tools, brings IS to the highest
levels while maintaining ease of use by National Guardsmen, First Responders and both military
and civilian leadership. This document will guide the user on how DAART and the supporting
software tool suite can be used to satisfy a wide range of requirements in order to plan,
coordinate, and execute the DOMOPS missions demanded by the challenges that confront our
modern-day forces, both government and civilian, working as team partners.
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1.0 GETTING STARTED

OBTAINING A DAART SUITE ACCOUNT

DAART is an accredited capability (with an approved Authority to Operate (ATO)) that meets
modern cyber security and Intelligence Oversight (I0) standards. Therefore, a DAART user must
have an approved account for access. The following is the process for obtaining a DAART account.

Browse to the URL https://daart.us to display the DAART entry portal. The DoD Consent banner
is in place so that prospective entrants are aware that the web site they are about to enter is a
DoD web site and their activity is subject to monitoring. After reading the DoD Consent banner,
click the OK button to display the DAART Log-In page (Figure 1.1).

Powered by the LU S. Army Space and Missile Defense Command (SMDC) Future Warfare Center (FWC) Advanced Warfare Environment (AWarE) Software Suite

Figure 1.1 DAART Entry Portal
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https://daart.us/

Click Register if you don’t have an account to begin the registration process (Figure 1.2).

DAAR 2

i
2017 AWARDS PROGRAM
@DAART_NGB

SRATTCo (o oo _

Contact Help

About DAART

Newsletter Update for 1.1 Release

Powered by the U.S. Army Space and Missile Defense Command (SMDC) Future Warfare Center (FWC) Advanced Warfare Environment (AWarE) Software Suite

Figure 1.2 DAART Initial Registration Link

REGISTRATION PAGE

At the Registration Page enter account information and justification. All fields are required.
When all the fields are complete per standards, click the Submit button to continue the
registration process (Figure 1.3).

PLEASE NOTE: the Username chosen is what will identify the user in the Chat and User areas of
DAART. An example of a nomenclature for a username would be firstname.lastname .

Registration

Title:
First Name: Last Name:
Usemame: Email:
Address: City:
State: Postal Code:
Phone: Building Name:

Organization: Organization Type:

Password: Confirm Password:

Justification:

Figure 1.3 Registration Page
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ACCEPTABLE USE POLICY (AUP) PAGE

At the AUP screen, read the AUP, click the I Agree check box, and then click Continue Registration
(Figure 1.4). It is not necessary to download the AUP but the option is available — click the
Download AUP hyperlink listed under Acceptable Use Policy.

PLEASE NOTE: Choosing the option Save For Later, allows the user to pause their registration at
this point and continue at another time. To continue registration, user will log back into DAART
with the username and password they created at the registration page. The user’s registration
will pick up at the point they left off.

fl DAART - UserAgrum:nt

Acceptable Use Policy

Download AUP
DOMOPS Awareness and Assessment Response Tool (DAART)

General User Acceptable Use Policy (AUP)

Purpose. Controls are needed for the DAART System to ensure all users are accountable for their own actions and to protect mission-related data and equipment from
either malicious and accidental loss or damage. The following AUP has been developed to govern the behavior of the DAART System users to ensure they know and
accept their responsibilities with respect to the DAART System security. Individuals must agree to conform to these rules. This will be accomplished during the DAART
System user registration process prior to being provided access to the DAART System Consequences for violating the AUP vary according to the seriousness of the
violation

Understanding.| understand that | have the primary responsibility to safeguard the information contained in the DAART System from authorized or inadvertent modification,
disclosure, destruction, denial of service, and use

Access.Access to the DAART System is for authorized purposes as set for in DoD 5500.7-R “Joint Ethics Regulation” or as further limited by this policy.
Revocability Access to army resources is a revocable privilege and is subject to content monitoring and security testing

. Classifiedinformation Processing. The DAART System is an Unclassified Information System (IS) supporting the National Guard Bureau (NGB) mission. The DAART
System is approved to process only up to Unclassified information in accordance with the current accreditation document

a. The DAART System is not accredited for transmission of NATO matenal
b. The ultimate responsibility for ensuring the protection of information lies with the user. The release of classified information through the DAART System is a

10. | understand | am subject to disciplinary action if | violate DOD computer policy.For U.S. personnel, this means that if | fail to comply with this policy, | may be subject to
adverse administrative action or punishment under Article 92 of the Uniform Code of Military Justice (UCMJ). If | am not subject to the UCMJ, | may be subject to
T tion under the United States Code or Code of Federal Regulations.

¥ | Agree

Continue Registration

Save For Later

Figure 1.4 Acceptable Use Policy Page

7|Page



PRIMARY STATE/AGENCY

At the Primary State/Agency screen, choose a Primary State/Agency from the drop down menu
and click Request, click OK on the State Requested pop-up box, then click Continue Registration
(Figure 1.5). The user’s primary state/agency may not be the state that the user lives/works in.
For instance, the user may live/work in Alabama but support AFNORTH. In this case the
primary/state agency of choice would be AFNORTH. If an error is made in choosing a
primary/state agency, the user can request a change in their profile after their account is
approved.

PLEASE NOTE: Choosing the option Save For Later, allows the user to pause their registration at
this point and continue at another time. To continue registration the user will log back into
DAART with the username and password they created at the registration page. The user’s
registration will pick up at the point they left off.

Primary State/Agency

Please select your primary state or agency

Request

Continue Registration

ié State requested.

Save For Later

The state/agency manager will been sent an email to approve your account. An email will be sent to you whe
received an email within 48 hours please contact DAART Support at 256-955-2750 or support@daart us”

Figure 1.5 Primary State/Agency Page
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TRAINING CERTIFICATES

At the Training Certificates page the user will either upload their own training certificates or take
the online training provided. To meet Cyber Awareness and |0 regulations, ALL DAART users
must complete and maintain current Cyber Awareness (e.g., US Army Cyber Center of Excellence
Fort Gordon, GA - https://cs.signal.army.mil/ ) and 10 Training — or their equivalent. (Figure 1.6).

Users who possess the required certificates can upload their certificates and set their expiration
dates (see Uploading Cyber AwarEness Training Certificate and Uploading Intelligence Oversight Training
Certificate). Users who do not possess or have access to the required certificates can take the on-
line training provided on the Training Certificates page (see Taking On-Line Training).

Training Certificates

A current Cyber Security Training certificate and a current intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the IO training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate.

Upload Current CyberCenificaté | Take Cyber Training Expiration Date _

Upload CumentiO Certificate ™ ! Take [0 Training  Expiration Date ||| N

Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
" upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates.

Figure 1.6 Training Certificates Page
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UPLOADING CYBER AWARENESS TRAINING CERTIFICATE

To upload a current Cyber Awareness certificate, click on Upload Current Cyber Certificate,
navigate to where the certificate is stored, click on the file, and click Open to upload (Figure 1.7).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the |0 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate.

Upload Current Cyber Certificate  T.. inin

2/ | » 2018 » Cens

_ Organize v New folder
Upload Current IO Certificate Take IO Training
*| Documents - Name
o Music

|*) DoDCyberSecurityCertificate_SReynolds....
=/ Pictures

Complete Registration Subversion
B Videos

/& Computer

Save For Later & Local Disk (C)

&3 CD Drive (E)
L DEVSERVER
If you do not possess the required training certificate request a temporary
A Emergency Account which will be good for 72 hours) ki 72 hours of approval to
upload or perform the required training. This accour;

File name: DoDCyberSecurityCertificate_SReynolds.pdf +_[AllFi

_ -
L

Figure 1.7 Upload Current Cyber Certificate

Once the certificate is loaded, click on the white box to the right of Expiration Date and set the
date out one (1) year from the date on the certificate (Figure 1.8). The Complete Registration
button is not available until both certificates are loaded and expiration dates are set.

PLEASE NOTE: Choosing the option Save For Later, allows the user to pause their registration at
this point and continue at another time. To continue registration the user will log back into
DAART with the username and password they created at the registration page. The user’s
registration will pick up at the point they left off.
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Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the fraining by clicking the links below. The cyber test takes about 15

minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate.

Upload Current Cyber Certificate Take Cyber Training Expiration Date

DoDCyberSecurityCertificate_SReynolds.pdf | Delele | [MAmr ;"3 ] (] December 2019 0

‘Upload Current 1O Certificate

Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART d
A Emergency Account which will be good for 72 hours. If this account is approved you
upload or perform the required training. This account will be locked at 72 hours if you

Figure 1.8 Set Cyber Expiration Date
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UPLOADING INTELLIGENCE OVERSIGHT TRAINING CERTIFICATE

To upload a current Intelligence Oversight Training certificate, click on Upload Current 10
Certificate, navigate to where the certificate is stored, click on the file, and click Open to upload
(Figure 1.9).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate.

[ 3 Choose File to Uplosd

| Upload it Cyber Celfiate || Take Cyber Traininfle @

@/ | » 2018 » Cens

'ad Current 0 Cetf ‘ L : Organize »  New folder

4 Documents
o Music

&=/ Pictures

Complete Registration Subversion
- B videos

[ 10_Certificate

1% Computer
Save For Later & Local Disk (C:)
£ CD Drive (E:)
4 DEVSERVER
If you do not possess the required training certificat request a temporary
A Emergency Account which will be good for 72 hours| IRCEEES 72 hours of approval to
upload or perform the required training. This accour

File pame: DoDCyberSecurityCertificate_SReynolds.pdf »

Figure 1.9 Upload Intelligence Oversite Certificate

Once the certificate is loaded, click on the white box to the right of Expiration Date and set the
date out one (1) year from the date on the certificate (Figure 1.10).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (10) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the IO training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate

d Current Cyber Certificate Take Cyber Training Expiration Date _

Take 10 Training ST EteY 12/06/2019]

b&g 2019
IOCertificate_Selwyn_Reynolds_06Dec18.pdf Decem 0

Complete Registration

Save For Later

|

If you do not possess the required training certifi¢ L =

A Emergency Account which will be good for 72 has | urs of approval to
upload or perform the required training. This account will be locked at /2 hr *t have not uploaded current certificates

Figure 1.10 Set IO Expiration Date
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Once the required certificates are uploaded and their expiration dates are set, click Complete
Registration (Figure 1.11).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate.

mmmm Take Cyber Training Expiration Date gPvirliic]

DoDCyberSecurityCertificate_SReynolds - Copy.pdf Delete

I5

mem Take 10 Training (ST N FIEN 12/06/2019

I0Certificate_Selwyn_Reynolds_06Dec18.pdf Delete

Complete Registration
Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates.

Figure 1.11 Complete Registration
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TAKING ON-LINE TRAINING

For users whose organizations do not require Cyber Awareness or |0 Training, the user will need
to take the DAART online Cyber Awareness Training test and read the Intelligence Oversight
Training provided. The system will auto load certificates of completion and set the expiration
date for the training once completed.

CYBER AWARNESS ON-LINE TRAINING

To fulfill the Cyber Awareness Training requirement, click on the Take Cyber Training hyperlink
(Figure 1.12).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 yez from the date on your certificate

e t Cyber Certificate §l Take Cyber Training E -
Upload Current IO Certificate | Take 10 Training Expira. on Date [N

Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates

Figure 1.12 On-Line Cyber Awareness Training Hyperlink
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The DAART Cyber Awareness Training and Exam pdf document will open. Read through the
document and then click Take Cyber Exam (Figure 1.13).

DAART Cyber Security Awareness Training and Exam

Introduction
For secunty and Do ) 'm secunty compliance, all DAART us must comple Jyber Security Awareness Traming. DoD per: nplete the annual Dol
Cyber Awareness Challenge. DAART use out 3 . yher Awareness Challenge must complede 1 g and pass the exam associated wih

Module 1: Privacy Protectlon

DAART & not accredited 10 sk & personally identifiable information (PH) but i i prudent to understand what i is in oeder 10 comply with the deation and not
Iintroduce Pl to the DAART s

Overview

Upon completion, y ould be able 1o

« Define personally idenbiatle information (P11),
. iy your prvacy prolection responsibiies and the officials you should consult i you fequire assistance with your responsibilibes

Topic 1: Why is Privacy Protection so important?

s that approximately 15 milion U S s have their ide olen each year with financial losses totaling
1 more Amencans have their personal i ed al nsk
oc stoken. These ala atistcs de vate pntity theft may be the most frequent, costly and pervasive
5 Anyone who has suflered ienaty thefl knows the chalienging and frizstrabng batike t restore acouracy 1o hes of her credt history
e 10 A recent Ponemon Institute study, business travelers Jose more han 12,000 laptops per week in U S. airports. Ea s
a0e $50,000 for a variety s " . ying those 3 5055 hours required for mibgatng
g the incident. These occumences can result in identity theft but they e ’ e pervacy breach that resulted in a $20
ilion dollar seltiement in 2008 by the Department of Vetesan's Aftairs

The Office of Management and Budget (OMB) Memorandum M-06-19 defines Personally Identifiable Information (PHl) as: “Ar
maintaned by an agency, ncuding, b education, financial transact

used to distinguesh or b an individua wach & thewr ng sal security number, date and place of beth, mx

Inchudeyy any al information which 1s knked or inkable 1o an individual *

Such information can include, but is not limited to:

Primary dentitying w.muu n such as Rull name, Social Security numbes, date and piace of birth, o mother's maiden name:
Personal (non wor 1 information such as home mk)’r\y—-, home and cellular phane numbers, of personal e-masl
Blometric data such as .m, MprInt, voice prnt, of @ photograph

Financal information swch as credt card numbers (personal nd government), bank account information, of credt SCor
Medical information suc wealth condition of i name,

Famdy informaton al status o chikdren's names

Afiliabores of befiet e non-work elaled, and

Employment y round of viokatior

n if the person's reame e not prese s mation given can identify of be linked 1o a
additional socmation about an indevidual is made avaiable and combmed with other info

Module 2: Risks

Overview

In this section you will leam about potential th exploing vuine
By completing this section, you wil be able to

+ Describe potential thressts and vulnerabities inhesent in information systems
« Explain how stall can reduce threats 1o ifoemation

Wirsless Best Practices

An AkCard 15 & devico for & kaptop), tablet or ® that aliows e user 10 connect 1o wide ares wir e using an ava S8 port o PCH
AMhen used with a VPN and employing st % procedures 1o ensure that the devices” intemal wecle: ity is disabled, Shis can be an accey

Figure 1.13 Cyber Awareness Training Document

Take the 10 question multiple choice exam and click Submit Answers (Figure 1.14).

DOMOPS Awareness and Assessment Response Tool (DAART
Security Awareness Training Exam

Youn

Wi

Figure 1.14 Security Awareness Training Exam
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The result of the exam will show. A passing score is 70% or above. After the test is passed, click

Submit Certificate (Figure 1.15).

DAART Security Awareness

Exam Name: DOMOPS Awareness and Assessment Response Tool (DAART) Security Awareness Training Exam
Total Questions: 10

Congratulations, dawncombs, you have passed the DAART Security Awareness Exam! Date: 1/28/2019 12:50:44 PM I

1. Which types of informa dered sensitive Personally [dentifiable Information (PIl)? - A person's work phone number. - A person's official title
and grades. - Statistical inforfition about a pErSon that identfies employees by name and age. - A person's work email addresses. - A person's personal cell
number.
* All of the above
None of the above

Figure 1.15 Security Awareness Exam Result

A confirmation screen that the certificate has been submitted will show (Figure 1.16). Close the

certificate confirmation screen.

DAART Secunty Awareness

Exam Name: DOMOPS Awareness and Assessment Response Tool (DAART) Security Awareness Training Exam
Total Questions: 10

Congratulations, dawncombs, you have passed the DAART Securify Awareness Exam! Date: 112812019 12:52:58 PM

Certificate Submitted.

1. Which types of information are, or ¢an be, considered sensitive Personally Identifiable Information (PI)? - A person's work phone number. - A person's official fitle

10 Hiddes, = ald d HNOHTIAURT di Uil d BEISDI AL IREIIES EIDID p fame dne 4. -2 b

Figure 1.16 Security Awareness Certificate Submitted Confirmation
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The exam can be retaken immediately if the user does not score a passing grade, click Yes, take
the test again. The user may also opt to take the test at a later date by clicking Not now, maybe
later (Figure 1.17), however they will not be able to complete their registration until the certificate
is loaded and the expiration date is set.

DAART Security Awareness

Exam Name: DOMOPS Awareness and Assessment Response Tool (DAART) Security Awareness Tra
Total Questions: 10

You have failed the exam with a score of 30. A score of 70 is required to pass the exam

Yes, take the test again

Not now, maybe later

1. Which types of information are, or can
- Statistical information about a person that id
All of the above

Seestrease

lly Identifiable Information (PII)? - A person's work phone number. - A person's official ftle and grades
mployees by name and age. - A person's work email addresses. - A person's personal cell number

Figure 1.17 Retake Exam / Take Exam Later

The system will automatically load the Cyber Awareness Training Certificate as a pdf file and will
auto populate the expiration date out 1 year from the date on the certificate (Figure 1.18).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (10) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate

‘Upload Current mm Take Cyber Training Expiration Date [0z2plirlvrly]
wm‘l@m Take 10 Training Expiration Date _

Complete Registration

Save For Later

If you do not possess the required fraining certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates

Figure 1.18 Cyber Awareness Training Expiration
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INTELLIGENCE OVERSIGHT ON-LINE TRAINING

To fulfill the 10 Training requirement, click on the Take 10 Training hyperlink (Figure 1.19).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (10) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 10 training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate

* Upload Current Cyber Cetificate | Take Cyber Training Expir tion Date || I
e Take 10 Training 5 _

Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates

Figure 1.19 Intelligence Oversight On-Line Training

The |0 Training pdf document will open. Read through the document and then click Submit (Figure
1.20).

INTELLIGENCE OVERSIGHT TRAINING
This briefing Is UNCLASSIFIED//FOR OFFICIAL USE ONLY

Agenda

* Information Collection Rules

- Intelligence Oversight

- Protection of Non-DoD Affiliated Persons (NDAP) Information

* Intelligence Support and Information Collection during Domestic Operations

- Incident Awareness and Assessment

This briefing is UNCLASSIFIED//FOR OFFICIAL USE ONLY

Submit

By clicking Submit, 1 agr. :hat | have read and understand the Intelligence Oversight Training and will abide by
the training in the use of the National Guard Bureau DOMOPS Awareness and Assessment Response Tool.

Figure 1.20 Intelligence Oversight On-Line Training Document

18| Page



A confirmation screen that 10 Training is complete will load (Figure 1.21). Close the training
confirmation screen.

IO Training Complete

Your 10 training is complete.

Figure 1.21 10 Training Complete Screen

The system will automatically load the 10 Certificate as a pdf file and will auto populate the
expiration date out 1 year from the date on the certificate. Click Complete Registration (Figure
1.22).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (10) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the IO training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your fraining. Expiration date is 1 year from the date on your certificate

Upload Current Cyber Certificate Take Cyber Training Expiration Date [022rlvlyloriy)

Upload Current 10 Certificate Take 10 Training (ST R ET N 02/20/2020
Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to

" upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates

Figure 1.22 10 Training Expiration Date / Complete Registration
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The Registration Complete banner will be displayed confirming that the request for a DAART
account has been emailed to the appropriate approving authority for the primary state/agency
(Figure 1.23). Click OK. The system will default back to the DAART Login screen. NOTE: User will
not be able to log into their account until the state/agency manager has approved their request.

Registration Complete

The state/agency manager will be sent an email to approve your account. An email will be sent to you when your account request has been approved. If you have not
received an email within 48 hours please contact DAART Support at 256-955-2750 or support@daart.us.

You will be returned to the DAART Login page.

Figure 1.23 Registration Complete/Email for Approval Sent

The state/agency manager will receive an email that an account request is awaiting approval. The
user will be copied on the email (Figure 1.24). NOTE: Check all spam and/or junk email folders to
ensure that this email confirmation does not get delivered there as opposed to the inbox, as
some networks may have firewalled the response.

FILE MESSAGE McAfee E-mail Scan ADOBE PDF

Tl 1 13, [ q
[~ ') PRI1-1248134 1... £} To Manage Ruless | Find
Blgnore x FiMeeting | F 341, 5 To Manager Vi ERule ¥ =I P 5L Hea O\
e | (‘- . (‘- . -)c| E3 Team Email v Done " 3B OneNote Mok rolow | 1 EE"J B Related - ,
& k- Delete  Reply Reply Forward [T ptora~ ) 0L 8 el Creste ) | Move _ Mark Categorize Follow Translate som
aig Junk A il More 3 Reply &Delete  § Create New - ¢ PAcions* s ; e : -

Delete Respond Quick Steps * Move Tags g Editing Zoom

You are an account manager for USASMDC and user dawncombs has requested access to your state/agency. Justification: testing

dawncombs: If you have not received an email response from the DAART system or the state/agency account manager within 48 hours please contact the account manager via the email address above or contact DAART Support at
support@daart.us

Figure 1.24 State/Agency Manager Account Request Email
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The user will receive an email when the appropriate state/agency manager has approved the
request for an account (Figure 1.25). NOTE: Check all spam and/or junk email folders to ensure
that this email confirmation does not get delivered there as opposed to the inbox, as some

networks may have firewalled the response.

T MESSAGE McAfee E-mail Scan ADOBE PDF

DAART Support <support@daart.us>

Your user account has been approved

doraedawn@

The DAART account for doraedawn has been Approved

" Q

Edltlng Zoom

Zoom

3 x &4 Reply 2 Time & Attend... ; =~ 5% Mark Unread
: « )
(2 Reply All &3 To Manager v _@ ::. Categorize ~
.- Delete Em- =9 Vosis Brigil Move )
) £3 Forward = eam tmai Y - [~ |” FollowUp~
Delete Respond Quick Steps [ Move Tags
Wed 3/6/2019 11:33 AM

Figure 1.25 State/Agency Manager Account Approval Email
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REQUEST EMERGENCY ACCOUNT

During an emergency operational event, a user who requires a DAART account but does not have
access to their DoD Cyber Awareness and/or Intelligence Oversite training certificates, and does
not have the time to take the online training provided, has the option to request a temporary
emergency account that is active for 72 hours. This option allows registration for an account
without uploading the required training certificates. NOTE: After 72 hours the emergency
portion of the account will expire and the next time the user logs into DAART they will be taken
to the Training Certificates page to either upload the required certificates or take the online
training provided.

To request an emergency account, click Request Emergency on the Training Certificates page
(Figure 1.26).

Training Certificates

A current Cyber Security Training certificate and a current Intelligence Oversight (I0) Training Certificate must be provided. You can upload one or both of these
certificates if you have them. If you do not currently possess one or both of these you can take the training by clicking the links below. The cyber test takes about 15
minutes to complete and the 1O training takes about 10 minutes. Certificates will automatically load to your account when training is complete. Please use the calendar
link to set the expiration date of your training. Expiration date is 1 year from the date on your certificate

wmmw | Take Cyber Training Expiration Date _
Upload Current 10 Certificate Take 10 Training Expiration Date _

Complete Registration

Save For Later

If you do not possess the required training certificates and need to access DAART due to an emergency operational event, you can request a temporary
A Emergency Account which will be good for 72 hours. If this account is approved you will need to navigate to your Profile page within 72 hours of approval to
upload or perform the required training. This account will be locked at 72 hours if you have not uploaded current certificates.

Figure 1.26 Request Emergency
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The Emergency Request Complete banner will be displayed confirming that a request for an
Emergency DAART account has been emailed to the appropriate approving authority for the
users’ primary state/agency (Figure 1.27). Click OK. The system will default back to the DAART

Login screen. NOTE: User will not be able to log into their account until the state/agency
manager has approved their request.

Emergency Request Complete

The statelagency manager will be sent an email to approve your account. An email will be sent to you when your account request has been approved. If you have not
received an email within 1 hour please contact DAART Support at 256-955-2750 or support@daart us.

You will be retumed to the DAART Login page.

Figure 1.27 Emergency Request Complete/Email Approval Sent

The state/agency manager will receive an email that an account request is awaiting approval.
The user will be copied on the email (Figure 1.28). NOTE: Check all spam and/or junk email
folders to ensure that this email confirmation does not get delivered there as opposed to the
inbox, as some networks may have firewalled the response.

MESSAGE McAfee E-mail Scan ADOBE PDF

¥E o 21.1248132

B Ignore x < e _) [F2 Meeting 31-1248134

& Junk- Delete  Reply Reply Forward [ pore~ )
Al

Delete Respond

1... £ ToManager Wi T Rules- y 1 |> ‘%} # Find Q
v Done S5 OneMote o _ [ Related -
Move Mark Categorize Follow Translate Zoom
- Unread - Up~ - ¥ Select~
Editing

ctions

Tue 47162019 11:16 AM

You are an account manager for USASMDC and user dawncombs has requested emergency access to your state/agency. Justification: testing

dawncombs: If you have not received an email response from the DAART system or the state/agency account manager within 1 hours please contact the account manager via the email address above or contact DAART Support at
support@daart.us

Figure 1.28 State/Agency Manager Emergency Account Request Email
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The user will receive an email when the appropriate state/agency manager has approved the

request for an account (Figure 1.29). NOTE: Check all spam and/or junk email folders to ensure
that this email confirmation does not get delivered there as opposed to the inbox, as some

networks may have firewalled the response.

FILE MESSAGE

McAfee E-mail Scan ADOBE PDF
([:)_ x b; Reply =2 Time & Attend... Q« = 3 Mark Unread
a ‘e =y
€2 Reply All &3 To Manager - ] H Categorize ~
&~ Delete . E‘@ = =) : = Move
£ Forward Team Email v . P~ |™ Follow Up ~
Delete Respond Quick Steps M= Move Tags =

Wed 3/6/2019 11:33 AM
DAART Support <support@daart.us>
Your user account has been approved

T¢
% doraedawn@

The Emergency Request DAART account for doraedawn has been Approved

n Q

Editing Zoom

Zoom

Figure 1.29 State/Agency Manager Emergency Account Approval Email

Once the user receives the email with state/agency manager approval, they can access and utilize

DAART by returning to the URL at https://daart.us and entering the username and password and

clicking the Log In button (Figure 1.30).

Rl

Domestic Operations (DOMOPS)
A ssessment
AART) Suite

suppori@daart us o
2017 AWARDS PROGRAM

About DAART Log In

@DAART_NGB

if you don't have an account.

Powered by the U S Army Space and Missile Defense Command (SMDC) Future Warfare Center (FWC) Advanced Warfare Environment (AWarE) Software Suite

Figure 1.30 DAART Log-In Screen

Newsletier Update for 1.1 Release I
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https://daart.us/

2.0 SUPPORT

If at any time there are questions or difficulty with the account registration process, contact the
DAART Help Desk.

Help Desk:
0600 — 1700 CT, Weekdays

256-955-2750 DSN 645-2750
support@daart.us

After-hours Support:
support@daart.us
256-690-8612

DAART is Government Owned and Non-Proprietary
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